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request the transfer of the Official Per-
sonnel Folder for a person who was pre-
viously employed with a Federal agen-
cy that maintains such a Folder. The 
Folder so obtained shall be used in lieu 
of establishing a new Official Personnel 
Folder. 

(1) When a person for whom an Offi-
cial Personnel Folder has been estab-
lished transfers from GAO to another 
Federal agency that maintains the 
Folder, GAO shall, on request, transfer 
the Folder to the new employing agen-
cy. 

(2) Before transferring the Official 
Personnel Folder, GAO shall— 

(i) Remove those records of a tem-
porary nature filed on the left side of 
the Folder; and 

(ii) Ensure that all permanent docu-
ments of the Folder are complete, cor-
rect, and present in the Folder in ac-
cordance with FPM Supplement 293–31. 

(g) Disposition of Folders of former Fed-
eral employees. (1) Folders containing 
the personnel records of individuals 
separated from employment with GAO 
will be retained by GAO for 30 days 
after separation, and may be retained 
for an additional 60 days. Thereafter, 
the Folder shall be transferred to the 
same location and in the same manner 
as Official Personnel Folders of persons 
separated from Federal agencies which 
are subject to U.S. OPM regulations in 
accordance with the Memorandum of 
Understanding. 

(2) GAO shall remove temporary 
records from the Folder before it is 
transferred in accordance with guide-
lines applicable to Federal agencies 
which are subject to U.S. OMP regula-
tions. 

(3) If a former GAO employee is re-
appointed in the Federal service, the 
employee’s Folder shall, upon request, 
be transferred to the new employing 
agency. 

(h) Access requests and amendments to 
the Official Personnel Folder. Requests 
for access to, disclosure from, correc-
tion of, or amendments to documents 
contained in the Official Personnel 
Folder will be made in accordance with 
the Memorandum of Understanding. 

§ 83.12 Procedures for individual ac-
cess to records. 

(a) Upon written request by any indi-
vidual outside of GAO or upon written 
or oral request by any officer or em-
ployee of GAO to gain access to his or 
her record or to any information per-
taining to the individual which is con-
tained in a system of personnel 
records, and not otherwise exempted, 
GAO shall permit the individual and 
upon the individual’s request a person 
of his or her own choosing to accom-
pany him or her, to review the record 
and have a copy made of all or any por-
tion thereof in a form comprehensible 
to him or her, except that GAO may re-
quire the individual to furnish a writ-
ten statement authorizing discussion 
of that individual’s record in the ac-
companying person’s presence. When 
access to the records has been granted 
by a system manager or designee: 

(1) Inspection in person may be made 
in the office designated in the system 
notice during the hours specified by 
GAO. 

(2) Upon the determination of the 
designated GAO official, records may 
be transferred to a GAO office more 
convenient to the data subject to re-
view. 

(3) Generally, GAO will not furnish 
certified copies of records. Where cer-
tified copies of records are to be fur-
nished, they may be mailed at the re-
quest of the data subject or, as deter-
mined by GAO, only after payment of 
any fee levied in accordance with § 83.17 
is received. 

(4) In no event shall original records 
be made available for review by the in-
dividual except in the presence of a 
system manager or designee. 

(b) The general identifying informa-
tion items that the designated GAO of-
ficial may ask to be furnished before a 
specific inquiry is granted include: 

(1) Full name, signature, and home 
address; 

(2) Picture identification card; 
(3) The current or last place and 

dates of Federal employment, if appro-
priate; and 

(4) Social security number (for those 
systems of records retrieved by this 
identifier). 

(c) A request or inquiry from some-
one other than the individual to whom 
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the information pertains shall contain 
such documents or copies of documents 
that establish the relationship or au-
thorize access as follows: 

(1) When the requester is the parent 
or legal guardian of a data subject who 
is a minor, the requester shall identify 
the relationship with the data subject 
and furnish a certified or authenticated 
(e.g. notarized) copy of any document 
establishing parentage or appointment 
as legal guardian. 

(2) Where the requester is the legal 
guardian of a data subject who has 
been declared incompetent by the 
courts, the requester shall identify the 
relationship with the data subject and 
furnish a certified or authenticated 
copy of the court’s appointment of 
guardianship. 

(3) Where the requester is a rep-
resentative of the data subject, the re-
quester shall identify the relationship 
with the data subject or the data sub-
ject’s parent or legal guardian, and fur-
nish documentation designating the 
representative as having the authority 
to act on behalf of the data subject. 

(d) When the requester appears in 
person and cannot be identified by 
sight and signature, proof of identity is 
required as follows: 

(1) When a request is from the data 
subject, the means of proof, in order of 
preference, are: 

(i) A document bearing the individ-
ual’s photograph and signature (for ex-
ample, driver’s license, passport, or 
military or civilian identification 
card); or 

(ii) Two documents bearing the indi-
vidual’s signature (for example, Medi-
care card, unemployment insurance 
book, employer identification card, 
major credit card, professional, draft, 
or union membership card). 

(2) When a request is made by the 
parent, legal guardian, or authorized 
representative of the data subject, the 
means of identifying the requester and 
his or her authority for acting on be-
half of the data subject shall be as pre-
scribed in paragraph (c) of this section. 
In addition, the requester shall estab-
lish the identity of the data subject by 
requiring the identifying information 
in paragraph (b) of this section. 

(e) When a written inquiry or request 
is received from the data subject, or 

from the data subject’s parent, legal 
guardian, or authorized representative, 
it should be signed and— 

(1) For an inquiry, contain sufficient 
identifying information about the data 
subject to permit searching of the 
record system(s) and to permit re-
sponse; and 

(2) For an access request— 
(i) From the data subject, contain 

sufficient information to locate the 
record and establish that the requester 
and the data subject are the same (e.g. 
matching signatures); or 

(ii) From the data subject’s parent, 
legal guardian, or authorized rep-
resentative, contain sufficient informa-
tion to locate the record, match iden-
tity with the data subject, and such 
documentation of association or au-
thorization as is prescribed in para-
graphs (c) and (d) of this section. 

(f) The signed request from the data 
subject, or from the data subject’s par-
ent, legal guardian, or authorized rep-
resentative specified in paragraph (c) 
of this section shall be sufficient proof 
of identity of the requester, unless for 
good cause, the system manager or des-
ignee determines that there is a need 
to require some notarized or certified 
evidence of the identity of the re-
quester. 

§ 83.13 Inquiries. 
(a) General inquiries to request as-

sistance in identifying which system of 
records may contain a record about an 
individual may be made in person or by 
mail to the Director, Personnel. 

(b) An inquiry that requests GAO to 
determine if it has, in a given system 
of personnel records, a record about the 
inquirer, should be addressed to the of-
ficial identified in the FEDERAL REG-
ISTER notice for that system. Inquirers 
should specify the name of the system 
of personnel records, if known, as pub-
lished in the FEDERAL REGISTER. Such 
inquiries should contain the identi-
fying data prescribed in § 83.12 before a 
search can be made of that particular 
system of records. 

§ 83.14 Denial of access requests. 
(a) If an access request is denied, the 

official denying the request shall give 
the requester the following informa-
tion: 
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